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POLITYKA BEZPIECZENSTWA | POUFNOSCI INFORMACJI

Przedmiot Instrukcji — Polityki bezpieczenstwa i poufnosci informaciji

Zasady stosowane w Wydawnictwie Jednos¢ / Drukarni DAP w zakresie polityki
bezpieczenstwa i poufnosci informaciji.

Dotyczy stanowisk

Wszystkich pracownikéw Wydawnictwa JEDNOSC oraz Drukarni DAP im Adama
Pottawskiego w Kielcach

Dokumenty zwigzane:

BHP — Ulotka dla klientow,

BHP — Ulotka dla kierowcéw i kurierow firm zewnetrznych
Zarzgdzenie Nr 1/2021 w zakresie bezpieczenstwa informaciji

Procedura postepowania dla pracownikéw ochrony, firmy zewnetrznej oraz etatowych
pracownikow Wydawnictwa Jednos¢ w Drukarni DAP im Adama Poéttawskiego

Zarzgdzenie Nr 2/2021 z dnia 08.11.2021 do Regulaminu Pracy Wydawnictwa
Jednos¢
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Zadanie jest wykonywane

Niezwiocznie po zapoznaniu sie pracownikow, klientdw i kooperantéw z instrukcjg wg
daty obowigzywania.

Narzedzia i materialy
Sprzet komputerowy

Instrukcje

Osobiste srodki ochrony i szkolenia BHP

f UWAGA!
PRZESTRZEGANIE ZASAD BHP BEZWZGLEDNIE OBOWIAZKOWE.

Przebieg czynnosci

Wykaz zatacznikow:

Ulotka informacyjna BHP dla klientow
Ulotka informacyjna BHP dla kierowcow i kurierow firm zewnetrznych

Ustawa z dnia 26 czerwca 1974 r. — Kodeks pracy
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Uwagi

Bezwzgledne stosowanie sie do zasad opisanych zgodnie z politykg opisang w
instrukciji

Aktualizacja:
Definicja poufnosci i bezpieczeinstwa informacji:

Poufnosé¢ informaciji oznacza, ze dostep do niej jest ograniczony do wybranej
grupy oséb lub jednostki, ktére majg odpowiednie uprawnienia do jej
przetwarzania. Celem zapewnienia poufnosci jest ochrona danych przed dostepem
przez osoby do tego nieupowaznione, co pozwala na zachowanie integralnosci,
wiarygodnosci i poufnosci informaciji.

Bezpieczenstwo informacji czasami skracane jest do InfoSec. Choc ja czescigj
wykorzystuje w rozmowie forme skrocong, bo tak jest wygodniej. Bezpieczenstwo
informacji to nie tylko zabezpieczenie informacji przed nieautoryzowanym dostepem.
To réwniez czes¢ zarzgdzania ryzykiem zwigzanym z informacjami, ktéra obejmuje
zabezpieczenie przeciwko nieautoryzowanemu dostepowi, wykorzystaniu,
ujawnieniu, zaktoceniu, modyfikacji, kontroli, zapisywaniu lub niszczeniu informacji.

Osigga sie to poprzez procesy i narzedzia wykorzystane przez organizacje. Mogg
mie¢ zarowno forme fizyczna, jak i elektroniczng. Informacjami mogg by¢ dowolne
dane personalne, moze to by¢ Twoj profil spotecznosciowy, dane na telefonie,
biometryczne, dane konta klienta, dane finansowe lub wiasnos¢ intelektualna [ jak
wtasnos¢ naszych klientow ] i tym podobne.

Zagrozenia dla bezpieczenstwa informaciji przybierajg rozne formy, w tym kleski
zywiotowe, awarie serweréw, kradzieze fizyczne i niezabezpieczone, nieSwiadome
podatnosci na komputerach pracownikéw. Poleganie na systemach informatycznych
sprawia, ze bezpieczenstwo informacji staje sie kluczowym elementem zarzgdzania
ryzykiem bezpieczenstwa w organizaciji.
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Musimy pamietac¢ iz martfony, tablety i inne urzgdzenia mobilne sg tak samo
.komputerem?”, jak i serwer itp.

| wszystkie one sg podatne na ztosliwe cyberataki, ktére mogg utatwi¢ dostep do
poufnych informacji, krytycznych informacji lub zasobow informacyjnych. To, w
potgczeniu z rosngcg liczbg naruszen danych, doprowadzito do zwiekszonego
zapotrzebowania na zaawansowane planowanie ochrony danych i rosngcego
zapotrzebowania na specjalistow ds. bezpieczenstwa informacji.

Do najwazniejszych wymagan prawnych w zakresie ochrony okreslonej kategorii
informacji nalezy zaliczy¢:

ochrone danych osobowych (klientéw, kontrahentéw, pracownikow,
wspotpracownikéw),

ochrone tajemnicy przedsiebiorstwa (technologie, strategie, know-how),
ochrone informaciji finansowej i podatkowej (finanse, rachunki, faktury, ptace),
ochrone informaciji niejawnych (tajemnice panstwowg)

tajemnice zawodowg (lekarskg, adwokackg, bankowg).

Dane te mogg pochodzi¢ z naszych nosnikéw jak i materiatéw drukarskich a
nastepnie introligatorskich.

Dlatego tak wazne jest by podnosi¢ swiadomos¢ naszych pracownikow poprzez
informacje w czasie spotkan, rozméw, szkolenia oraz tworzenie i zapoznawanie sie z
politykami, instrukcjami i procedurami np.. postepowania na wypadek wycieku
informaciji.
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Dokumenty szczegdlnie wazne i wrazliwe zawsze powinny by¢ zabezpieczone i
opisane np. jak ponizej:

s S 4 ,-. ' L
Oczywiscie nie chodzi tu 0 samo oznaczenie, nadmierne ukazanie tego co robimy i
jak to powinno wyglgdac ale o zaznaczenie i zgodne postepowanie z przyjetymi
zasadami. Czasem drobne dziatania bez zbednych wydatkow na systemy, sejfy itp.
Pozwolg nam na unikniecie problemu i narazenie pracownikéw firmy na koszty a
nawet na utrate klienta.

Podstawowe dziatania polegajgce na zabezpieczaniu informaciji niejawnych,
wrazliwych, poufnych to:
¢ Niepozostawianie dok na biurku w czasie wizyt oséb postronnych lub gosci
Wyltgczanie, zabezpieczanie komputera, tableta, telefonu hastem
Czeste zmiany co okoto 30 dni hasta na urzgdzeniu
Nie prowadzenie rozmow w miejscach publicznych ( stotéwka, sala éwiczen )
zaréwno w firmie jak i poza nig na tematy zawodowe
Unikanie zbednych wydrukéw dok. w formie papierowe;j
Przed wystaniem wiadomosci sprawdzenie adresata
Nie otwieranie podejrzanych i nieznajomych wiadomosci
Unikanie synchronizacji poczty prywatnej ze stuzbowg
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Na rynku istnieje wiele systeméw zabezpieczajgcych informacje niejawne ale

zaden system nie da nam lepszej gwarancji niz Swiadomi pracownicy.

Systemy zabezpieczen to nic innego jak strategia dziatania, ktorej celem jest
zapewnianie wtasciwej ochrony informacji. Idealne strategie to takie ktére mogag
zapewnic¢ ciggte doskonalenie podjetych dziatan i procedur w celu optymalizacji ryzyk

zwigzanych z naruszeniem poufnosci.

Innymi stowy polityka, instrukcje bezpieczenstwa informacji i Swiadomosé¢

pracownikdw majg chroni¢ przed zagrozeniami w sposob, ktéry zapewni organizacji:

e ciggtosc prowadzenia dziatalnosci

e zminimalizowanie strat

e maksymalizowanie zwrotu naktadéw na inwestycje i dziatania o charakterze

biznesowym

Poufnosc
Zapewnienie dostepu do
informacji tylko osobom

upowaznionym

/ INFORMACJA

Integralnosc
Zapewnienie doktadnodci i ‘
kompletnosci informacji oraz

metod jej przetwarzania

N

Dostepnosc
Zapewnienie, ze 0soby
upowaznione maja dostep do
informacji | powiazanych z
nia aktywow wtedy gdy jest
im to potrzebne
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Kolejnym sposobem poprawy bezpieczenstwa informacji jest norma ISO 27001, ktora
daje mozliwoéci ochrony danych osobowych i przydzielonych zasobdw.

PN-EN ISO/IEC 27001:2023-08 to miedzynarodowa norma standaryzujgca systemy
zarzgdzania bezpieczenstwem informacji. Zostata ona opracowana na podstawie
brytyjskiego standardu BS 7799-2, a jej celem jest dostarczenie wymagan
dotyczacych ustanowienia, wdrozenia, utrzymania i ciggtego doskonalenia systemu
pozwalajgcego na zachowanie bezpieczenstwa danych w kazdej z organizaciji.

ZAKRESIE BEZPIECZENSTWA INFORMACJI
Pracownicy

W zwigzku z oczekiwaniami organizacji oraz naszych klientéw w zakresie
bezpieczenstwa i poufnosci informacji niejawnych decyzjg zarzgdu
wprowadzono zakazu uzywania telefonow, tabletéw, komputerow osobistych
w obszarze produkcji i innych nosnikéw i urzgdzen elektronicznych.

Zabronione jest rowniez w obszarze produkcji robienie zdjeé, nagrywanie,
odtwarzanie oraz publikowanie materiatéw na w/w urzgdzeniach
elektronicznych lub publikowanie na portalach spotecznych.

Uzywanie telefonéw dozwolone jest jedynie:
W pomieszczeniu stotdwki pracowniczej, palarni oraz w szatni

W przypadku niezastosowania sie do zarzgdzenia Pracodawca ma prawo
natozy¢ na Pracownika kare upomnienia/nagany oraz obcigzy¢ go kosztami
powstatych strat wobec Wydawnictwa Jednos¢ lub klientow zewnetrznych.

Uporczywe uzywanie nosnikow jw., pomimo stosowanych kar, bedzie
skutkowato rozwigzaniem umowy o prace
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Celem tej polityki jest uswiadamianie pracownikéw, ustalenie zasad i wytycznych
dotyczacych uzytkowania mediow spotecznosciowych po to, aby zagwarantowac
firmie ochrone w zakresie nieuprawnionego ujawnienia informaciji, a pracownikom
ochrone débr osobistych. Media spotecznosciowe obejmujg wszystkie formy
publicznej i niepublicznej komunikaciji internetowej. Chodzi zarébwno o media
istniejgce w momencie wprowadzania polityki, jak i te, ktore zostang stworzone w
przysztosci, w tym miedzy innymi wymienione ponizej:

e serwisy spotecznosciowe (np. Facebook, LinkedIn, Google+, Yammer),

e serwisy internetowe umozliwiajgce dzielenie sie zdjeciami i filmami video (np.
Flickr, YouTube),

e serwisy umozliwiajgcy mikroblogowanie (np. Twitter),

e blogi (np. blogi korporacyjne, prywatne),

e foraitablice dyskusyjne (np. Yahoo!, grupy dyskusyjne Google),

e serwisy umozliwiajgce wspdlne publikowanie tresci (np. Wikipedia),

e serwisy spotecznosciowe dostarczone pracownikom przez rézne firmy w
domenie @dap.pl lub innym firmowym adresem).

Jesli pracownik nie jest pewny, czy platforma lub narzedzie, ktérego uzywa, jest
medium spotecznosciowym i tym samym jest objete tg politykg, powinien
skontaktowac¢ sie z przedstawicielem Dziatu ds. Personalnych, dyrektorem
zarzadzajgcym lub dyrektorem wydawnictwa ks. Leszkiem Skorupg osobiscie lub pod
adresami:

e skorupa@jednosc.com.pl.
e kadry@jednsc.com.pl
e adam.ogonowski@jednosc.com.pl
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Firma respektuje prawa pracownikéw do tworzenia i uzytkowania mediéw
spotecznosciowych, jednak tego typu aktywnos¢ musi byc¢ realizowana w taki sposéb,
aby skutecznie chronic¢ reputacje i interesy Wydawnictwa Jednosc¢ / Drukarni DAP.
Ten dokument ma na celu uzupetnienie, a nie zastgpienie istniejgcych zasad firmy
dotyczacych poufnosci, zasad profesjonalnego dziatania, ochrony débr osobistych i
innych zasad dotyczgcych oczekiwanego sposobu zachowania.

Zastosowanie Polityka dotyczy wszystkich pracownikéw Jednosc¢ / DAP , we
wszystkich lokalizacjach i dziatach..

Polityka Podczas uzytkowania mediow spotecznosciowych pracownicy powinni
przestrzegac¢ zasad firmy dotyczgcych etycznego postepowania oraz innych zasad
obowigzujgcych w Jednos¢ / DAP, wigczajgc zasady niniejszej polityki. Pracownicy
powinni mie¢ na uwadze, ze kazda ich aktywnosc¢ w internecie, ktéra niekorzystnie
wptywa na ich wydajnos¢ pracy, wydajnos¢ innych pracownikéw, interesy klientéw,
dostawcow lub na interesy gospodarcze firmy, moze skutkowac¢ wszczeciem wobec
tych pracownikéw postepowania dyscyplinarnego ze zwolnieniem wigcznie.

Wytyczne Ponizsze wytyczne dotyczg uzytkowania publicznych oraz prywatnych
mediéw spotecznosciowych przez pracownikéw Jednos¢ / DAP, niezaleznie od tego,
czy uzywane sg one podczas pracy czy w czasie wolnym oraz niezaleznie od tego
czy stuzy do tego sprzet bedacy wtasnoscig Jednosé / DAP.

Zastrzezone i poufne informacje. Wszystkie zasady obejmujgce ochrone
zastrzezonych i poufnych informacji stosujg sie rowniez do blogéw oraz aktywnosci
online. Przekazywanie poufnych materiatow klienta i dostawcy lub jakichkolwiek
zastrzezonych informacji bez zgody firmy lub klienta i dostawcy jest zabronione.
Zastrzezone i poufne informacje obejmujg w szczegdlnosci: oprogramowanie
komputerowe, nieopatentowane wynalazki, odkrycia oraz udoskonalenia, informacje
marketingowe, produkcyjne, informacje dotyczgce réznego rodzaju badan i analiz,
zmian organizacyjnych, plandéw biznesowych, polityki firmy, prognoz sprzedazy, dane
dotyczgce pracownikéw, ceny, niedostepne publicznie dane finansowe, listy
obecnych i potencjalnych klientéw i dostawcoéw oraz informacje na temat klientéw,
dostawcow lub ich pracownikéw, informacje dotyczgce zakupu istotnego
wyposazenia firmy lub nieruchomosci.
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Wiasnos¢ intelektualna firmy.

Zabronione jest uzywanie narzedzi dostepnych w mediach spotecznosciowych do
kopiowania, publikowania lub przesytania jakichkolwiek materiatdw chronionych
prawem autorskim, instrukcji, procedur, zdje¢, filmow, dokumentacji technicznych
maszyn, urzgdzen, planéw budynkdw, publikacji w formie cyfrowej wigczajgc w to
znaki ochrony wiasnosci intelektualnej, logo oraz materiaty zwigzane z markg firmy
Jednos¢ / DAP .

Pracownicy nie moga reprezentowac firmy.

Angazujgc sie w dziatania w mediach spotecznosciowych, pracownicy nie moga
wystepowac w imieniu firmy, reprezentowac stanowiska Jednos¢ / DAP ani pogladu
0s6b czy organizacji stowarzyszonych lub wspétpracujgcych biznesowo z Jednos¢ /
DAP. Jesli tematem stworzonej przez pracownika tresci jest firma, pracownik
powinien jasno doprecyzowac, ze jest pracownikiem firmy oraz ze nie reprezentuje w
swoich pogladach firmy. Pracownik prowadzac blog lub w inny sposéb publikujgc
tresci online powigzane ze swojg pracg czy tez tematycznie zwigzane z firma,
powinien wyjasni¢, ze nie wypowiada sie w imieniu firmy. Najlepiej jesli zawrze
zastrzezenie takie, jak: ,wypowiedzi na tej stronie sg mojego autorstwa i nie
odzwierciedlajg poglgdéw Wydawnictwa Jedno$¢ / Drukarni DAP

Niemniej jednak jesli pracownik zdecyduje sie na publikowanie nieprawidtowosci lub
krytyki, powinien unika¢ wypowiedzi, ktére mogtyby by¢ postrzegane jako ztosliwe,
obsceniczne, grozace lub zastraszajgce albo dyskredytujgce klientéw, pracownikéw
czy dostawcéw. Przyktady takiego postepowania mogg obejmowac obrazliwe
wypowiedzi, celowo godzace w czyjg$ reputacje lub stwierdzenia, ktére mogg
przyczynic sie do tworzenia srodowiska wrogo nastawionego wobec rasy, pici,
niepetnosprawnosci, religii albo innego statusu chronionego prawem lub niezgodnego
z zasadami panujgcymi w firmie. Do reprezentowania firmy w kreslonym zakresie sg
uprawnione jedynie osoby posiadajgce petnomocnictwo nadane przez dyr. Ks.
Leszka Skorupe. Petnomocnictwo to zawiera szczegétowo zakres a zatgcznik do
niego liste oséb uprawnionych do reprezentowania firmy.

10
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Zdjecia i filmy.

Pracownicy nie mogg publikowac¢ w serwisach spotecznosciowych zdjec i filmow
przedstawiajgcych innych pracownikow, klientow lub dostawcow bez zgody tych
osbb. Pracownicy nie mogg publikowac zdje¢ oséb zaangazowanych w dziatalno$é
przedsiebiorstwa, zdje¢ zrobionych podczas spotkan firmowych ani
przedstawiajgcych obiekty, sprzet lub produkty klientow i dostawcdw bez wyrazniej
zgody firmy.

Sprzedaz lub reklama produktéw i ustug firmy.

Pracownicy nie powinni umieszcza¢ w mediach spotecznosciowych zadnych reklam,
zdjec lub filmow informujgcych o produktach firmy i nie mogg angazowac sie w ten
sposob w sprzedaz produktow i ustug firmy. Wyjgtkiem mogg by¢ pracownicy, ktérzy
zostali wyraznie upowaznieni do reprezentowania firmy w serwisach
spotecznosciowych.

Publikowanie poza @jednosc.com.pl, @dap.pl

W ramach realizacji zlecanych zadan nie wolno pracownikom udostepniac tresci
firmowych osobom spoza domeny @jednosc.com.pl, @dap.pl z wyjgtkiem sytuac;ji,
gdy jest to wyraznie wymagane i zezwolone.

Zastrzezone i poufne informacje klientow i dostawcow.

Przekazywanie poufnych danych firmy lub klientow i dostawcow poprzez media i
portale spotecznosciowe jest surowo zabronione, nawet gdyby te informacje byty
widoczne poprzez @jednosc.com.pl, @dap.pl lub inne domeny firmowe.

Polityka ma zastosowanie pomimo szerszych mozliwosci technicznych.

Nawet jesli serwisy spotecznosciowe, dostarczone przez Jednosc¢ / DAP, daja
pracownikom wieksze mozliwosci techniczne niz te, ktdére omawia niniejsza polityka,
to pracownicy sg zobowigzani do przestrzegania zasad wymienionych w tej polityce
oraz innych majgcych zastosowanie firmowych zasad.

11
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Kontrola pracodawcy

Firma zastrzega sobie prawo do korzystania z narzedzi do zarzgdzania trescig, w
celu monitorowania, przeglgdania lub blokowania zawartosci serwisow
spotecznosciowych, ktore naruszajg tg lub jakiejkolwiek inng polityke firmy. Dotyczy
to zaréwno serwiséw spotecznosciowych dostarczanych przez firme, jak i
pozostatych. Dostep poszczegolnych uzytkownikow do serwisdow spotecznosciowych
jest monitorowany i kontrolowany przez upowaznionego pracownika w obszarze IT
Whniosek o dostep do portali spoteczno$ciowych musi zosta¢ uzasadniony biznesowo
oraz poparty zgodg menedzera danego dziatu.

Ostrzega sie pracownikéw, ze zasady prywatnosci nie majg zastosowania podczas
korzystania z internetu oraz mediow spotecznosciowych. Niechronione wypowiedzi
mogg by¢ przegladane przez wszystkie osoby, w tym osoby z firmy. Jednos¢ / DAP
zastrzega sobie prawo do monitorowania komentarzy oraz dyskusji na temat firmy, jej
pracownikow, klientéw oraz branzy (w tym produktéw i konkurentéw), udostepnionych
w mediach spotecznosciowych przez kazdego, czyli pracownikow oraz osoby spoza
firmy.

Jednos¢ / DAP moze, wedtug wtasnego uznania, wykorzystywaé narzedzia i
oprogramowanie w celu monitorowania mediow spotecznosciowych. Ostrzega sie, iz
pracownicy uzywajacy sprzetu firmowego w dowolnym celu, w tym do uprawnionego
korzystania z mediow spotecznosciowych, nie mogg oczekiwac respektowania
zasady prywatnosci.

Zgloszenie naruszenia polityki

Jednos¢ / DAP zacheca pracownikow do zgtaszania wszelkich rzeczywistych,
mozliwych czy zauwazanych naruszen niniejszej polityki. Wszelkie naruszenia
powinny by¢ zgtaszane do przetozonych, menedzerdw, Dziatu ds. Personalnych lub
za posrednictwem infolinii ds. etyki. Kazdy pracownik, ktory zastosuje $rodki
odwetowe wobec innego pracownika, zgtaszajgcego ewentualne odstepstwa od tej
polityki lub wobec pracownika pomagajgcego w dochodzeniu, moze podlegac
postepowaniu dyscyplinarnemu, z rozwigzaniem umowy wtgcznie.

Sankcje dyscyplinarne oraz konsekwencje nieprzestrzegania polityki
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Jednosc / DAP bedzie wnikliwie badac¢ i reagowac na wszelkie doniesienia o tamaniu
zasad tej polityki oraz polityk z nig powigzanych. Naruszanie polityki uzytkowania
mediow spotecznosciowych bedzie skutkowato dziataniami dyscyplinujgcymi a nawet
zwolnieniem. Decyzja o sankcjach lub wypowiedzeniu umowy o prace uzalezniona
bedzie od dotychczasowego przebiegu pracy danego pracownika w firmie oraz od
rodzaju i skutkdw naruszenia tej polityki.

Jednos¢ / DAP zastrzega sobie prawo do wszczecia postepowania sgdowego
przeciwko pracownikom zaangazowanym w zabronione i niezgodne z prawem
postepowanie. Ponadto, w zaleznosci od charakteru dziatania, pracownicy, ktérzy
naruszg zasady tej polityki i/lub prawa mogg podlegac cywilnym i/lub karnym
sankcjom.

Nieingerowanie

Ponizsza polityka nie stoi w sprzecznos$ci z przepisami prawa pracy, w szczegolnosci
Zz przepisami Kodeksu Pracy oraz innymi obowigzujacymi requlacjami prawnymi.

Wiasnos¢ intelektualna i bezpieczenstwo informaciji

Szanujemy prawa wtasnosci intelektualnej, w zwigzku z czym przekazywanie
technologii lub know-how powinno odbywac¢ sie w sposob zapewniajgcy ochrone
praw witasnosci intelektualnej. Informacje o klientach nalezy zabezpieczac zgodnie z
obowigzujgcym prawem i przepisami

Ochrona informaciji oséb trzecich i prywatnosci klienta

Dazymy do odpowiedniej ochrony prywatnoéci danych osobowych wszystkich oséb, z
ktérymi prowadzimy interesy, w tym naszych dostawcoéw, klientéw, konsumentow i
pracownikow. Przestrzegamy przepisow w zakresie prywatnosci i bezpieczenstwa
informacji oraz wymogow regulacyjnych podczas zbierania, przechowywania,
przetwarzania, przekazywania i udostepniania informaciji.
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Sprzeniewierzenie zasobéw

Bedziemy korzysta¢ z zasobow naszej grupy wytacznie zgodnie z ich
przeznaczeniem biznesowym i bedziemy je chroni¢ przed utratg, uszkodzeniem,
kradziezg, marnotrawstwem lub innym niewtasciwym wykorzystaniem. W celu
ochrony naszych zasobow, nalezy wdrozy¢ odpowiednie srodki kontrolne
pozwalajgce zapobiegac nieuczciwym dziataniom (np. oszustwom, defraudacji,
kradziezy, przywlaszczeniu, uchylaniu sie od ptacenia podatkéw lub praniu brudnych
pieniedzy). W razie wykrycia lub uzyskania wiedzy o sprzeniewierzeniu zasobow,
niezaleznie od tego, czy jest ono wymierzone przeciw nam, czy przeciw naszym
klientom, dostawcom lub partnerom, nalezy zgtosic¢ to przetozonemu lub dyrektorowi
zarzgdzajgcemu.

Przykiady:
Zasoby spétki obejmuja:

» mienie fizyczne, np. lokale, wyposazenie biurowe, komputery, telefony, fundusze
firmowe, Kodeks etycznej dziatalnosci gospodarczej | 11

» informacje poufne i zastrzezone, np. listy klientéw, dane na temat szans
sprzedazowych, biznesplany, dokumentacja umowna oraz zamowienie

» wiasnosc intelektualna, w tym patenty, znaki towarowe, prawa autorskie i nazwy
domen.

Zarzgdzenie wchodzi w zycie z dniem 01.07.2024r. jako zatgcznik nr. xxx do
Regulaminu Pracy Wydawnictwa Jednosc.

Nalezy pamieta¢ iz KP reguluje obowigzki pracownika jako dwa rodzaje
odpowiedzialnosci:

Materialnej pracownika wzgledem pracodawcy: odpowiedzialnos¢ tzw. ogolng za
szkode wyrzgdzong pracodawcy, z winy umys$inej bgdz nieumysinej (art. 114-122
k.p.) oraz odpowiedzialnos¢ za mienie powierzone z obowigzkiem zwrotu albo
wyliczenia (art. 124-127 k.p.).
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Odpowiedzialnos¢ materialna pracownika, tzw. ogélna za szkode wyrzadzong
pracodawcy wskutek niewykonania lub nienalezytego wykonania obowigzkow, jest
odpowiedzialnoscig majgtkowg pracownika. Pracownik ponosi odpowiedzialnos¢ na
podstawie art. 114-122 k.p. woéwczas, gdy pracodawca udowodni okolicznosci
uzasadniajgce te odpowiedzialnos¢.

Okolicznoéci te to, po pierwsze bezprawnos$é, czyli niewykonanie lub nienalezyte
wykonanie obowigzkéw pracowniczych, ktére ma miejsce w sytuacji, gdy pracownik
dziata sprzecznie z cigzgcym na nim obowigzkiem lub gdy nie podejmuje sie dziatan,
mimo ze jest do nich zobowigzany;

Po drugie wine pracownika, ktéra moze by¢ wing umysing tj., gdy pracownik
naruszajgc obowigzek pracowniczy chce wyrzadzi¢ pracodawcy szkode bgdz
poprzez naruszenie obowigzku pracowniczego godzi sie na wyrzgdzenie takiej
szkody lub moze mie¢ posta¢ winy nieumysinej, tj. kiedy pracownik, mimo ze jg
przewiduje, nie ma zamiaru wyrzgdzenia pracodawcy szkody, jednakze catkowicie
nieuzasadnienie przypuszcza, iz jej nie wyrzadzi badz w ogdle jej nie przewiduje,
mimo ze mogt jg przewidziec,

Po trzecie wysokos$c¢ rzeczywistej szkody, ktéra wynika z wyrzgdzenia szkody w
majatku pracodawcy. Moze m.in. polega¢ na zmniejszeniu aktywow pracodawcy (np.
zniszczenie towaru) bgdz na zwiekszeniu jego pasywow (np. wyptata odszkodowania
klientowi z powodu opéznienia w dostawie towaru z winy pracownika). W tym miejscu
warto podkresli¢, iz w przypadku zniszczenia sie rzeczy zwigzanej z normalnym i
zwyczajowo przyjetym uzytkowaniem, nie mamy do czynienia ze szkodg pracodawcy;

Po czwarte naturalny zwigzek przyczynowy miedzy szkodg a zachowaniem
pracownika. Zgodnie z orzeczeniem Sgdu Najwyzszego pracownik, na podstawie art.
114 k.p ponosi odpowiedzialnos¢ za szkode poniesiong przez pracodawce tylko w
razie zawinionego niewykonania obowigzkéw pracowniczych, pozostajgcego w
zwigzku przyczynowym ze szkodg (wyrok SN z dnia 11 maja 1977 r., IV PR 109/77)
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